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Active Directory Integration
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Create a New Application in Okta:

• Create App Integration
• Sign-on Method: OIDC-OpenID Connect
• Type: Web Application

in Okta



2

Adjust Application Settings:

• App integration name: AVAIL
• Grant type: Authorization Code & Refresh Token
• Sign-in redirect URI: 

https://login.getavail.com/oauth2/v1/authorize/callback
in Okta
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Assign Users or Groups:

Users or Groups must be 
assigned to the AVAIL 
application in order to 
access AVAIL.



859-963-1616 | support@getavail.com | getavail.com
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Send Info to AVAIL:

• Client ID
• Client Secret
• Okta Sign-on URL (e.g. 

mycompany.okta.com)

USE THIS FORM

Additional Information:

Once the SSO form is received by AVAIL, we will complete the integration 
and notify you when it has been configured.

When the integration is complete, users will not need to register as a user 
in AVAIL nor be invited. Users will automatically be created and added to 
the team upon logging in to the AVAIL application.

To add a user to AVAIL, have them open the application and login using 
their Okta credentials.

User Roles can be adjusted by Admins in the AVAIL Manage Portal

Adding/removing users will be handled through the Okta tenant, not the 
AVAIL Manage Portal. Only user Roles (and plan settings) will be managed 
through the AVAIL Manage Portal.
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